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Macibu programma
Kiberdrosibas politikas
izstrade un vadiba

Programma ir paredzéta publiskajd parvaldé nodarbinatajiem, kuri izstradad, ievies vai koordiné kiberdroSibas
stratégijas un ricibpolitikas ministrijas, resoros un pasvaldibds. Programma sniedz zind$anas un praktiskus rikus
kiberdrosibas politikas pldnosanai, risku novértésanai, drosibas stratégdiju istenoSanai un sistémiskai domasanai
valsts parvaldé. Macibas balstitas datu analizé, parmainu vadibd un praktiskas simulacijas, lai stiprindtu
publiskas pdrvaldes iestdzu spé&ju noturigi reagét uz drosibas izaicindjumiem.

Pasniedzéji - nozares vadosie eksperti

eh Kristaps Felzenbergs

Kapéc piedalities?

Dalibnieki iegUst zindSanas un praktiskas
iemanas, kas nepiecieSamas, lai stiprinatu
savas iestades digitalo droSibu un noturibu
pret kiberdraudiem. Mdacibas palidz izprast, kd
veidot un ieviest kiberdrosibas stratégiju,
parvaldit riskus, nodrosinat datu aizsardzibu
un vadit parmainas digitalaja vide.
Programma sniedz iespéju pilnveidot prasmes
stratégiskajd pldnosand, starpinstituciondlaja
sadarbibd un Iemumu pienemsand, ka ari gut
praktisku pieredzi, straddjot ar redliem
kiberdrosibas scendrijiem un datu
risingjumiem.

Programmas meérkis

Pilnveidot kiberdrosibas politikas veidotaju
sp€ju planot, istenot un noveéertét drosibas
stratégijas, balstoties uz datiem, risku analizi,
sistémisko domasanu un parmainu vadibu.

Mérkauditorija

Publiskaja parvaldé nodarbindtie, kas veido
vai koordiné kiberdrosibas politiku, pieméram:
¢ Kiberdrosibas politikas veidotdji;
e Digitalas drosibas stratégijas planotdiji;
e IKT un droSibas risindjumu veidotqji;
e Politikas izstrades eksperti un projektu
vaditdji drosibas joma.

| Kiberdrosibas eksperts, SIA "Routed In" dibinatdjs un tehniskais direktors. Vidzemes Augstskolas kiberdrosibas
inZenierzindtnu magistra programmas vaditdjs un lektors. Kristapam ir pieredze ISO/IEC 27001 standarta ievieSand un
NIS2 regulas prasibu istenosana, ka art DevOps un makoninfrastrukttras arhitektlras pieredze (Splunk, Graylog u.c. riki).

Formats
Attalinati

Nosacijumi dalibai

PamatzindSanas IKT joma un izpratne par
drosibas vai politikas veidoSanas jautdjumiem.

Programmas moduli
Dalibniekiem tiek nodrosinata iespéja izveléties un apgut
vienu vai vairdkus macibu modulus, nemot verd
individudlas profesionadlas vajadzibas.
Programma kopa pldnoti 4. moduli:
» Kiberdrosibas parvaldibas pamati un stratégija.
» Tehnologiskie un dafu risindjumi kiberdrosiba.
 Tiesiskie un drosibas aspekti.
o Stratégiskd domdasana un procesu parveide
kiberdrosiba.

Programmas ieguvumi

» Balstoties uz risku analizi.

» Iemanas drosibas stratégiju izstradé, ievieSana un
novértésana.

e Izpratne par sistémisku domasanu, parmainu vadibu
un procesu optimizaciju.

» Praktiski riki droSibas kultUras stiprindSanai iestadé.

Pieteikties
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https://forms.office.com/e/n1NsEnYjrk

Datums/laiks

Macibu programma

2025. GADS:

24.11. 12.30-17.00
26.11.12.30-17.00
27.11. 12.30-17.00
02.12. 12.30-17.00
03.12. 14.00-17.00
04.12. 14.00-17.00

2026. GADS:

06.01. 12.30-17.00
07.01.12.30-17.00
08.01. 12.30-17.00
13.01. 12.30-17.00
14.01. 12.30-17.00

2026. GADS:

15.01. 12.30-17.00
20.01.12.30-17.00
21.01. 13.15-17.00
22.01. 13.15-17.00

1. modulis Kiberdrosibas parvaldibas pamati un stratégija

Kiberdrosibas pdrvaldibas sistémas izveide un stratégiska
ievieSana publiskaja padrvaldé

TieSsaiste Lo s . C R 32
Digitalo vajadzibu analize un risindjumu izvértéSana
kiberdroSibas konteksta
Digitalas arhitektiras un sadarbspéjas pamati
kiberdroSibas politikas veidotajiem

Tehnologiskie un datu risinajumi kiberdrosiba

Datu analize un izmantoSana kiberdroSibas politikas
veidoSana
Programmatiras izstrades pamati kiberdrosibas riku

TieSsaisté izmantosanal 30
Sistémanalizes pamati kiberdrosibas politikas istenosana
IKT infrastrukturas drosibas parvaldiba un apdraudéjumu
profilakse

Kiberdrosibas politikas tiesiskie un drosibas aspekti
Kiberhigiéna un droSibas pamatprincipi kiberdrosibas
politikas konteksta

oL Personas datu aizsardziba un privatums kiberdroSibas
TieSsaiste 22
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Eiropas Savieniba
Nex{GenerationEU
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Digitalo sistému un pakalpojumu nepdrtraukfibas
parvaldiba kiberdrosibas konteksta
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Datums/laiks

Macibu programma

2026. GADS:

10.02. 12.30-17.00
11.02. 13.15-17.00
12.02. 13.15-17.00
17.02. 12.30-17.00
18.02. 13.15-17.00
19.02. 13.15-17.00

Stratégiska domasana un procesu parveide kiberdrosiba
Parmainu vadibas pamati kiberdroSibas politikas ievieSana
KiberdroSibas procesu kartéSana un uzlabosana

TieSsaiste Kritiska domasana kiberdrosibas politikas veidoSana 52

Sistémiskad pieeja kiberdrosibas parvaldibai
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